SA WG2 Temporary Document

Page 1

SA WG2 Meeting #121
S2-173071
15 – 19 May 2017, Hangzhou, P.R. China
(revision of S2-17xxxx)
Source:
Vodafone
Title:
PCF NF services
Document for:
Approval

Agenda Item:
6.5.1
Work Item / Release:
5G_Ph1/Rel-15

Abstract of the contribution:  this P-CR proposes adding PCF services to clause 5.2.5 of 23.502. This is a companion contribution to S2-173070 (where 23.501 clauses 7.2.2 to 7.2.8 are removed)
Discussion

23.501 specifies a number of PCF services offered to consumer functions. However, the NF services specified cannot be mapped easily to the system procedures as depicted in 23.502. Instead, the descriptions existing in the current version of 23.502 look more like a RESTful APIs representation that belongs to the stage 3 discussions. 

This contribution proposes incorporating PCF services into 23.502 clause 5.2.5, using the system procedures and the Annex A in 23.501 as a basis. The names given to the NF services and related operations in this proposal are given by the author as examples, in an attempt of showing what is the real capability offered by the PCF. For example:
· AMF requests policies from PCF at UE registration by signalling “UE context establishment request” in 23.501 A.4.1.2. This triggers the creation of a policy context rule that is returned in the acknowledgement signal.

· SMF requests policies from PCF at PDU-CAN initiation by signalling “PDU-CAN session establishment” in 23.502 4.3.2.2.1. And relevant policy rule is returned and installed for that PDU session.
· Both requests should trigger a number of actions in the PCF module in charge of selecting and returning the relevant rule for the consumer to install, modify or remove. This is the reason why they are grouped in this proposal as the service “Policy Rules Handling”

Two options are proposed for the rationale:

1.- Option 1 lists the PCF services in a table where the description, operations names, reference to system procedure making use of it, consumers and mechanism are depicted.

2.- The second option lists the services in clauses and uses two tables for each service, one for description of the service, consumers and affected reference points, and the second for the operations, the system procedure where the operation is used and their input/output parameters. The pre- and post-conditions are not considered relevant since those are clearly reflected in the system procedures referred.
The author considers that adding a reference to the affected reference points in the services description will help both completeness at the level of stage 2 and guidance at the level of stage 3, so that operations are developed in a way that can be reused by different consumers.
Proposal
It is proposed to discuss and select either option 1 or 2 and make the proper changes to TS 23.502 v0.3.0
*** Changes for OPTION 1 ***

5.2.5
PCF Services
Editor's note:
The identified NF service(s) in this clause are to be evaluated. 5.2.z.1 "Get UE Policy" service.
The following NF services are specified for PCF:

Table 5.2.5-1: NF Services provided by PCF

	Service Name
	Description
	Operations
	Used in
	Consumer
	Mechanism

	Policy_rules Handling
(Npcf_policy_rules)
	Request to apply, modify or remove:

- access network discovery and selection policies, mobility policies and UE route selection policies for the UE
- QoS, Packet inspection, Packet routing and forwarding, traffic usage reporting, traffic steering and service chaining for the enforcement functions
	Policy_rule_create
(Npcf_policy_rules_Create)
	4.2.2.2.2

4.3.2.2.1
4.3.2.2.2
	AMF
SMF
	Request-Response

	
	
	Policy_rule_update
(Npcf_policy_rules_Update)
	A.4.2.1
4.2.3.2

4.2.3.3

4.3.2.2.2

4.3.3.2

4.3.4.2

4.3.4.3
	
	

	
	
	Policy_rule_delete
(Npcf_policy_rules_Delete)
	4.2.2.2.2

4.3.4.2

4.3.4.3
	
	

	Events Subscription Handling
(Npcf_events_subscribe)


	Permits the subscription to specific network or application events


	App_event_subscribe
(Npcf_events_subscribe_App)


	?
	AF
	Subscribe-Notify

	
	
	Network_event_subscribe
(Npcf_events_subscribe_Network)


	?
	NEF
	

	Application session Handling

(Npcf_app_session)
	Authorises an application to influence its sessions and receives information to be transformed into rules to be provisioned or revoked for the application session handling. 
	App_session_info_create
(Npcf_app_session_create)

	?
	AF
	Request-Response

	
	
	App_session_info_delete
(Npcf_app_session_delete)
	?
	
	

	Events Notification Handling 

(Npcf_events_notify)
	Indicates a number of network, subscriber profile and session events that may trigger policy actions. 
	Subscriber_policy_update
(Npcf_events_notify_subs_update)

	A.4.2 1

	UDM
	Subscribe-Notify

	
	
	Session_event
(Npcf_events_notify_session event)
	?
	SMF
	



*** End of Changes for OPTION 1 ***

*** Changes for OPTION 2 ***

5.2.5
PCF Services
Editor's note:
The identified NF service(s) in this clause are to be evaluated. 5.2.z.1 "Get UE Policy" service.

5.2.5.1
Policy Rules Handling
5.2.5.1.1
Description
	Service Name
	Npcf_Policy_Rules

	Description
	This service allows an authorised consumer to apply, modify or remove:

· Access network discovery and selection policies, mobility policies and UE route selection policies for the UE

· QoS, Packet inspection, Packet routing and forwarding, traffic usage reporting, traffic steering and service chaining for the enforcement functions 

	Notes
	(1) While not shown explicitly, the service may be consumed by other authenticated and authorized parties.
(2) The policies are provisioned, modified or removed as the result of different requests from the consumer.

	Produced By
	PCF.
	PCF.

	Consumed By
	AMF.
	SMF.

	Applicable Reference Point(s)
	N15
	N7


5.2.5.1.2
Operations

	Operations
	Used in
	Input
	Output

	Policy_rule_create
(Npcf_policy_rules_Create)
	A.4.1.2 (AMF)
4.2.2.2.2 (AMF)
	UE Identity and, if available, Service Area Restrictions
	Policy rule with: Service Area Restrictions, RFSP Index, UE Policy (e.g. NSSP, SSCMSP, DNN Selection Policy).

	
	4.3.2.2.1 (SMF)
4.3.2.2.2 (SMF)

	UE Identity, a PDN identifier (e.g. DNN), the PDU-CAN type and the IPv4 address and IPv6 network prefix, if available, the PDN Connection Identifier and the default charging method.
	Policy rule to activate and the Event Triggers to report. Optionally, traffic steering information is included.

	Policy_rule_update
(Npcf_policy_rules_Update)
	A.4.2.1 (AMF)

	UE Identity
	Policy rule with: Service Area Restrictions

	
	4.2.3.2 (SMF)

4.2.3.3 (SMF)
4.3.2.2.1 (SMF)
4.3.2.2.2 (SMF)

4.3.3.2 (SMF)

4.3.4.2 (SMF)

4.3.4.3 (SMF)

	Event Report, affected rules, PDN Connection Identifier, User Location Information and/or UE Time Zone and RAN/NAS Release Cause
	PCC Rules, Event Triggers and, if changed, the chosen PDU‑CAN type

	Policy_rule_delete
(Npcf_policy_rules_Delete)
	A.4.3.2 (AMF)
4.2.2.2.2 (AMF)

	UE Identity??
	Ack

	
	4.3.4.2 (SMF)
4.3.4.2 (SMF)

	UE identity and identification of policy rules affected
	Ack


5.2.5.2
Events Subscription Handling
5.2.5.2.1
Description
	Service Name
	Npcf_events_subscribe

	Description
	This service allows an authorised consumer to subscribe to specific network events or Application session events


	Notes
	(1) While not shown explicitly, the service may be consumed by other authenticated and authorized parties.

	Produced By
	PCF
	PCF.

	Consumed By
	NEF.
	AF.

	Applicable Reference Point(s)
	PNt
	N5


5.2.5.2.2
Operations

	Operations
	Used in
	Input
	Output

	App_event_subscribe
(Npcf_events_subscribe_App)


	? (AF)

	??
	Ack

	Network_event_subscribe
(Npcf_events_subscribe_Network)


	? (NEF)

	??
	Ack


5.2.5.3
Application session Handling

5.2.5.3.1
Description
	Service Name
	Npcf_app_session

	Description
	This service authorises an application to influence its sessions and receives information to be transformed into rules to be provisioned or revoked for the application session handling.


	Notes
	(1) While not shown explicitly, the service may be consumed by other authenticated and authorized parties.

	Produced By
	PCF
	

	Consumed By
	AF
	

	Applicable Reference Point(s)
	N5
	


Editor's note:
This NF service could be part of the Policy Rules Handling service.
5.2.5.3.2
Operations

	Operations
	Used in
	Input
	Output

	App_session_info_create
(Npcf_app_session_create)

	? (AF)


	??
	Ack

	App_session_info_delete
(Npcf_app_session_delete)

	? (AF)

	??
	Ack


5.2.5.4
Events Notification Handling

5.2.5.4.1
Description
	Service Name
	Npcf_events_notification

	Description
	This service triggers a number of actions that are performed at notification of certain network, subscriber profile and session events. It may imply Policy Rules handling in order to modify or terminate policy rules already installed.

	Notes
	(1) While not shown explicitly, the service may be consumed by other authenticated and authorized parties.

	Produced By
	PCF
	PCF

	Consumed By
	UDM
	SMF

	Applicable Reference Point(s)
	PUd
	N7


5.2.5.4.2
Operations

	Operations
	Used in
	Input
	Output

	Subscriber_policy_update
(Npcf_events_notify_subs_update)


	A.4.2 (UDM)

	UE Identity?
	Ack

	Session_event
(Npcf_events_notify_session event)

	? (SMF)
	?
	Ack


Editor's note:
Depending on the system procedures developed for the session events reported by SMF, the Session event operation could be part of the policy rules handling.
*** End of Changes for OPTION 2 ***

*** Changes for OPTIONS 1 & 2 ***


























































































*** End of Changes ***
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1. Policy stats event information subscribe







2. Policy stats event information Notify







Requester







PCF












_1552324113.doc
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